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I. INTRODUCTION

Medical advancement in the last century has led to an
unprecedented increase in the populace’s quality of life and
lifespan. As a result, an ever-increasing number of people
living with chronic health conditions require costly long-term
treatment [1]. One promising direction to tackle the issue is
the patient’s active involvement in managing their care [2].
With the advent of intelligent devices, it is easier than ever
to provide personalized digital interventions to patients and
help them manage their treatment in their daily lives. If
such new approaches are to succeed, scalability is necessary,
and solutions are needed that can act autonomously without
costly human intervention.

This Ph.D. was conducted as part of the project “im-
proving Medication Adherence through Person-Centred Care
and Adaptive Interventions (iMedA)” which aims to provide
personalized adaptive interventions to hypertensive patients.
The focus lies on inadequate Medication Adherence (MA), a
pervasive issue where patients do not take their medication as
prescribed. A schematic overview of the system architecture
is shown in figure 1. The doctoral thesis is tackling the
issue of providing personalized adaptive interventions in the
domain of mHealth. Focus is placed on the problem of pro-
viding these interventions under domain-specific constraints.

II. RESEARCH QUESTIONS

R1: How can MA be measured? Individuals needing
treatment support must be identified promptly. Timeliness
and effectiveness of pharmacological treatment are tightly
linked for many cardiovascular diseases, especially for sec-
ondary or tertiary prevention [3]. Current approaches aim to
measure the level of MA throughout treatment and provide
interventions as nonadherence is detected. The key chal-
lenges lie in the accurate and cost-effective measurement
of adherence. Many measures of different types have been
developed over the years. The most accurate way to measure
MA is by measuring the metabolite concentration of the
drug in body fluids, but it is expensive and burdensome for
patients. Digital pills offer a less invasive alternative, but their
wide-scale adoption and acceptance from care providers and
patients are needed [4]. Indirect measures like medication
refill adherence from electronic health records and phar-
macy dispensation databases can approximate MA. Primary
nonadherence can be readily observable from complete data
sources, allowing for earlier interventions. The measurement

*Research funded by: Vinnova, grant number: 2017-04617
1A. Galozy and S. Nowaczyk are with CAISR, Halmstad

University, Halmstad, Sweden, alexander.galozy at hh.se,
slawomir.nowaczyk at hh.se

Fig. 1. Schematic view of iMedA

of refill adherence using EHRs and pharmacy records is
prone to pitfalls that would affect the pool of candidates for
intervention significantly [5]. Given that indirect adherence
estimates may drive future studies, it is vital to investigate
how data-related and measure-related issues affect MA ap-
proximation and how to alleviate them. Work on this research
question has resulted in a published journal article [6]. We
examined common pitfalls in refill adherence estimations
using EHRs, showing a small yet statistically significant
effect on population averages and a large effect in individual
cases.

R2: What is the probability of MA? The prediction
of MA allows the care provider to estimate the probability
of nonadherence to medication. Training prediction models
and analyzing adherence patterns in EHRs and pharmacy
records would allow physicians to intervene early. Previous
studies utilizing sociodemographic factors, clinical factors,
or purchasing information had only marginal success in
predicting long-term MA [7]. These works point out the
importance of analyzing patients’ refilling behaviors and
patterns of healthcare utilization. We identified a research
gap concerning the predictability of adherence using EHRs,
focusing specifically on healthcare utilization factors and an-
alyzing temporal patterns of refill MA. Work on this research
question has resulted in a published journal article [8]. While
model performance is relatively high, these models might
not be suitable for selecting patients for intervention since
performance is relatively low in interesting scenarios, such
as predicting a sudden change in adherence, showing the
apparent bias of models towards patients with high healthcare
utilization. Furthermore, we discovered common patterns of
refill adherence. Specific medication consumption patterns
result in similar pickup patterns, obfuscating potential patho-
logical patterns of medication-taking that can be relevant for



intervention.
R3: How can we provide adaptive and personalized

intervention in mHealth? We argue that Reinforcement
Learning (RL) is an excellent fit and promises to deliver
state-of-the-art solutions for mHealth. The capability of RL
methods for lifelong learning equips autonomous agents with
the ability to adapt to changing circumstances of the patient
quickly, promising higher patient engagement and better
health outcomes through more relevant interventions.

While promising, several challenges in mHealth make the
straightforward application of contemporary RL algorithms
difficult. Some challenges include the requirement of a good
initial policy avoiding too frequent or irrelevant interventions
and robustness to failure of algorithmic assumptions [9]. We
aim to develop algorithms and methods to address some of
these challenges.

We investigate a novel variant of the contextual bandit
problem with corrupted context motivated by mHealth ap-
plications [10]. We develop a meta-algorithm, which uses
a "referee" that dynamically combines the policies of a
contextual bandit and a multi-armed bandit. Our approach
shows promising empirical performance on various simulated
and real-world datasets.

Providing good intervention promptly is crucial. We fur-
ther investigate the latent bandit problem, where a hidden
state governs rewards. In real-world applications, agents
often have access to imperfect contexts, which can help
uncover the latent state. However, partial observability of the
state may require occasional information-gathering, which
can come at an additional cost. We propose a deliberate
selection of actions to effectively uncover the latent state,
allowing the agent to balance its knowledge about the state
space and maximize cumulative reward. Our findings have
been published in a recent journal article showing promising
results on synthetic and real-world datasets [11].

In our most recent work, we are interested in impor-
tant privacy aspects in latent bandits. In particular, we are
interested in how differential privacy affects a user’s de-
anonymization level in data records, as measured through
the score-board algorithm proposed by [12], and what
impact on regret performance we can expect. Differential
privacy is a concept in data privacy that focuses on limiting
the disclosure of information from datasets, even when an
adversary has access to most of the other data in the set [13].
This approach adds controlled noise to the data, making it
difficult for an attacker to determine whether a particular
user’s data is in the set. This technique has been applied to
various areas, including machine learning, where it preserves
individual users’ data privacy while allowing the system to
learn from the overall dataset. We investigate the scenario
where a new user (and potential adversary) joins a user
pool and requests a transition matrix used in the latent-
bandit algorithm to select actions. The reward distribution
is known to the decision maker. The goal of each user in
the pool is to protect their own transition matrix by adding
noise through an arbitrary noise mechanism. We investigate
different strategies for providing a transition matrix to a new

user, such as nearest neighbor, cell-wise nearest neighbor,
and cluster centers. In addition, we evaluate the ADS-GAN
measure of privacy, a promising technique for data synthesis
using generative adversarial networks, as proposed by [14].
We use this measure to assess the level of privacy in our
experiments. Our experiments show that simply adding noise
to existing records is insufficient for optimizing the regret-
privacy trade-off. More sophisticated aggregation and privati-
zation techniques are required to protect the transition matrix.
We also demonstrate that using the ADS-GAN measure
of privacy does not correlate well with the level of de-
anonymization in data linkage attacks. It often overestimates
the level of privacy, leaving users’ private data vulnerable
to de-anonymization. Our results have profound implications
for mHealth where acceptance of new AI-based technologies
requires strong privacy guarantees while maintaining good
performance.
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